
   
  

  
Request under Freedom of Information Act 2000 
 
Request Ref: NGFOI 16/17: 621 
    
Thank you for your request for information received at Northampton General Hospital NHS 
Trust (NGH) on 02 March 2017 and I am pleased to be able to provide you with a response.  
 

1. Number of employees  
4900  This excluded bank staff and fixed term contracts. 
 

2. URL Filtering vendor –  
This information is withheld under Section 38 (1) (A): This exemption is applied as it 
would be likely to endanger the physical or mental health or safety i.e. releasing 
information about security systems could put the Trust’s security systems at risk 
which is a risk to the health records of our patients and directly affects their physical 
health or safety. 
 

3. URL Filtering annual cost –  
Commercial advantage if disclosed 
 

4. URL Filtering expiry date –  
Dec 2019 
 

5. Firewall vendor –  
This information is withheld under Section 38 (1) (A): This exemption is applied as it 
would be likely to endanger the physical or mental health or safety i.e. releasing 
information about security systems could put the Trust’s security systems at risk 
which is a risk to the health records of our patients and directly affects their physical 
health or safety. 
 

6. Firewall annual cost –  
This information is withheld under Section 43(2) Commercial Interests   
To provide the information as requested, would be disclosing information which is 
commercially sensitive and could prejudice the commercial interests of our suppliers.  
In relation to this exemption (known as a ‘Prejudice’ based exemption), as required, 
we have applied the Public Interest Test and have found that the public interest in 
withholding the information is greater than the public interest in disclosing the 
information. 
 

7. Firewall expiry date –  
2020 
 

8. Sandboxing vendor –  
This information is withheld under Section 38 (1) (A): This exemption is applied as it 
would be likely to endanger the physical or mental health or safety i.e. releasing 
information about security systems could put the Trust’s security systems at risk 



which is a risk to the health records of our patients and directly affects their physical 
health or safety. 
 

9. Sandboxing annual cost –  
This information is withheld under Section 43(2) Commercial Interests   
To provide the information as requested, would be disclosing information which is 
commercially sensitive and could prejudice the commercial interests of our suppliers.  
In relation to this exemption (known as a ‘Prejudice’ based exemption), as required, 
we have applied the Public Interest Test and have found that the public interest in 
withholding the information is greater than the public interest in disclosing the 
information. 
 

10. Sandboxing expiry date –  
2020 
 

11. Guest WiFi vendor –  
N/A  
 

12. Guest WiFi annual cost –  
N/A 
 

13. Guest WiFi expiry date–  
N/A 
 

14. Number of Egress Points –  
This information is withheld under Section 38 (1) (A): This exemption is applied as it 
would be likely to endanger the physical or mental health or safety i.e. releasing 
information about security systems could put the Trust’s security systems at risk 
which is a risk to the health records of our patients and directly affects their physical 
health or safety. 
 

15. VPN Vendor –  
This information is withheld under Section 38 (1) (A): This exemption is applied as it 
would be likely to endanger the physical or mental health or safety i.e. releasing 
information about security systems could put the Trust’s security systems at risk 
which is a risk to the health records of our patients and directly affects their physical 
health or safety. 
 

16. Number of IT Security Breaches in past 12 months –  
0 
 

17. Are you using Office 365 –  
No 
 

18. Are you scanning SSL traffic –  
Yes 
 

19. What are your MPLS costs per year –  
N/A 
 

20. How many locations do you have connected to your MPLS Network –  
N/A 
 

21. Who are the people responsible for Network Security –  
ICT Infrastructure Team 



 
22. Which cloud Platform or platforms as a Service (PAAS) are you using / looking to 

use. (AWS, Azure, Google)  
N/A 
 

23. Who is your Head of Security or Chief Information Security Officer  
These individual roles don’t existing within the Trust, this function is delivered by the 
ICT Infrastructure Team under the ICT Service Delivery Manager 
 

24. Who is your Chief Information Officer or Chief Technology Officer  
These individual roles don’t existing within the Trust, this function is delivered by the 
Trust Information Team and the ICT Service Delivery Manager 
 

25. Who is your Senior Cloud Architect  
This role does not existing within the Trust, all cloud based activities will be delivered 
by the ICT Infrastructure Team 
 

26. What VPN / RAS solution do you use –  
This information is withheld under Section 38 (1) (A): This exemption is applied as it 
would be likely to endanger the physical or mental health or safety i.e. releasing 
information about security systems could put the Trust’s security systems at risk 
which is a risk to the health records of our patients and directly affects their physical 
health or safety. 
 

27. How much is your VPN / RAS solution renewal cost –  
This information is withheld under Section 43(2) Commercial Interests   
To provide the information as requested, would be disclosing information which is 
commercially sensitive and could prejudice the commercial interests of our suppliers.  
In relation to this exemption (known as a ‘Prejudice’ based exemption), as required, 
we have applied the Public Interest Test and have found that the public interest in 
withholding the information is greater than the public interest in disclosing the 
information. 
 

28. When is your VPN / RAS solution due to be renewed –  
2018 

 


